
 

 

Washington Consumer Health Data Privacy Policy 

This Consumer Health Data Privacy Policy (“Policy”) describes how Safety National Casualty 

Corporation (“Safety National,” “us,” “we,” or “our”) Processes Consumer Health Data under 

the Washington My Health My Data Act (the “Act”). 

In the event of a conflict between any other policy, statement, or notice and this Policy, this 

Policy will prevail as to Consumer Health Data Collected under the Act. 

Capitalized terms that are not otherwise defined in this Policy shall be defined as they are in 

the Act. 

I. Consumer Health Data Collected 

“Consumer Health Data” means Personal Information that is linked or reasonably linkable 

to a Consumer and that identifies the Consumer's past, present, or future physical or mental 

health status. Consumer Health Data does not include Publicly Available Information or 

Deidentified Data, or personal information collected when an individual is acting in an 

employment context. 

Safety National Collects the following categories of Consumer Health Data: 

 Individual health condition, treatment, disease, or diagnosis information; 

 Social, psychological, behavioral, and medical intervention information; 

 Health-related surgery or procedure information; 

 Use or purchase of prescribed medication information; 

 Bodily function, vital sign, symptoms, or measurement of physical or mental health 

status information; 

 Diagnosis or diagnostic testing, treatment, or medication information; 

 Data that identifies a Consumer seeking Health Care Services; 

 Reproductive or sexual health information; 

 Information Processed to associate or identify a Consumer with the data listed above 

that is derived or extrapolated from non-health information, such as proxy, 

derivative, inferred, or emergent data by any means, including algorithms or machine 

learning. 

II. Collection and Use of Consumer Health Data  

Safety National Collects and uses the Consumer Health Data of Consumers described above 

to the extent necessary to: 

 Process claims, including conducting claims investigations, and monitoring treatment 

and extent of injuries, or otherwise provide services to our insureds;  

 Prevent, detect, protect against, and respond to security incidents, identity theft, 

fraud, harassment, malicious or deceptive activities, or any activity that is illegal under 
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Washington state or federal law; preserve the integrity and security of our systems; 

and investigate, report, or prosecute those responsible for any illegal action under 

Washington state or federal law; 

 Conduct regulatory reporting, exams, and audits; 

 Otherwise with your consent. 

III. Sources of Consumer Health Data 

Safety National may obtain the Consumer Health Data described above from the following 

sources: 

 Directly from you or your representative; 

 From your family members; 

 From individuals and entities involved with an insurance claim that relates to you, 

including our insureds, as well as lawyers, healthcare providers, witnesses, experts, 

and adjusters; 

 Derived or inferred from other data. 

IV. Sharing Consumer Health Data 

Safety National does not Sell or Share Consumer Health Data.  

We may disclose Consumer Health Data to: 

 Our Processors to provide goods and services in a manner consistent with the 

purpose for which the Consumer Health Data was Collected and disclosed; 

 Parties with whom the Consumer has a direct relationship for the purpose of 

providing a product or service requested by the Consumer, in circumstances where 

we maintain control and ownership of the data and the party only uses the Consumer 

Health Data at our direction for the purpose for which the Consumer Health Data was 

Collected or Consented to; 

 External parties as an asset that is part of a merger, acquisition, bankruptcy, or other 

transaction in which the party may assume control of all or part of Safety National’s 

assets; 

 Otherwise with your consent. 

V. Consumer Health Data Rights 

Consumers have the right to submit certain requests relating to their Consumer Health Data 

as described below. To exercise your privacy rights, please submit a request by email to 

DataPrivacy@safetynational.com. 

Any privacy rights request you submit to us is subject to a verification process. We will not 

fulfill your request unless you have provided sufficient information for us to reasonably 

verify you are the Consumer about whom we Collected Consumer Health Data. 
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